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designee holding the proper security 
clearance. 

(d) Employee education. (1) The Execu-
tive Director shall send a memo to 
every NCUA employee who: 

(i) Has a security clearance; and 
(ii) May handle classified materials. 
(2) This memo shall describe NCUA 

procedures for handling, reproducing 
and storing classified documents. The 
Executive Director shall require each 
such employee to review applicable Ex-
ecutive Orders on the classification of 
national security information. 

(e) Agency terminology. The National 
Credit Union Administration’s Central 
Office shall use the terms ‘‘Top Se-
cret,’’ ‘‘Secret’’ or ‘‘Confidential’’ only 
in relation to materials classified for 
national security purposes. 

[63 FR 14338, Mar. 25, 1998, as amended at 67 
FR 30774, May 8, 2002; 73 FR 30478, May 28, 
2008; 78 FR 32547, May 31, 2013] 

Subpart E—The Privacy Act 

SOURCE: 54 FR 18476, May 1, 1989, unless 
otherwise noted. Redesignated at 63 FR 14338, 
Mar. 25, 1998. Nomenclature change at 73 FR 
56938, Oct. 1, 2008. 

§ 792.52 Scope. 
This subpart governs requests made 

of NCUA under the Privacy Act (5 
U.S.C. 552a). The regulation applies to 
all records maintained by NCUA which 
contain personal information about an 
individual and some means of identi-
fying the individual, and which are 
contained in a system of records from 
which information may be retrieved by 
use of an identifying particular; sets 
forth procedures whereby individuals 
may seek and gain access to records 
concerning themselves and request 
amendments of those records; and sets 
forth requirements applicable to NCUA 
employees’ maintaining, collecting, 
using, or disseminating such records. 

§ 792.53 Definitions. 
For purposes of this subpart: 
(a) Individual means a citizen of the 

United States or an alien lawfully ad-
mitted for permanent residence. 

(b) Maintain includes maintain, col-
lect, use, or disseminate. 

(c) Record means any item, collec-
tion, or grouping of information about 

an individual that is maintained by 
NCUA, and that contains the name, or 
an identifying number, symbol, or 
other identifying particular assigned to 
the individual. 

(d) System of records means a group of 
any records under NCUA’s control from 
which information is retrieved by the 
name of the individual or by some 
identifying number, symbol, or other 
identifying particular assigned to the 
individual. 

(e) Routine use means, with respect to 
the disclosure of a record, the use of 
such record for a purpose which is com-
patible with the purpose for which it 
was collected. 

(f) Statistical record means a record in 
a system of records maintained for sta-
tistical research or reporting purposes 
only and not used in whole or in part in 
making any determination about an 
identifiable individual, except as pro-
vided by section 8 of title 13 of the 
United States Code. 

(g) Notice of Systems of Records means 
the annual notice published by NCUA 
in the FEDERAL REGISTER informing 
the public of the existence and char-
acter of the systems of records it main-
tains. The Notice of Systems of 
Records also is available on NCUA’s 
Web site at http://www.ncua.gov. 

(h) System manager means the NCUA 
official responsible for the mainte-
nance, collection, use or distribution of 
information contained in a system of 
records. The system manager for each 
system of records is provided in the 
FEDERAL REGISTER publication of 
NCUA’s annual systems of records no-
tice. 

(i) Working day means Monday 
through Friday excluding legal public 
holidays. 

[54 FR 18476, May 1, 1989, as amended at 73 
FR 56938, Oct. 1, 2008] 

§ 792.54 Procedures for requests per-
taining to individual records in a 
system of records. 

(a) Individuals desiring to know if a 
system of records contains records per-
taining to them, and individuals re-
questing access to records in a system 
of records pertaining to them should 
submit a written request to the appro-
priate system manager as identified in 
the Notice of Systems of Records. An 
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individual who does not have access to 
the FEDERAL REGISTER and who is un-
able to determine the appropriate sys-
tem manager to whom to submit a re-
quest may submit a request to the Pri-
vacy Officer, Office of General Counsel, 
National Credit Union Administration, 
1775 Duke Street, Alexandria, VA 22314– 
3428, in which case the request will be 
referred to the appropriate system 
manager. 

(b) Individuals requesting notifica-
tion of, or access to, records should in-
clude the words ‘‘PRIVACY ACT RE-
QUEST’’ on both the letter and, as ap-
propriate, the envelope, cover docu-
ment or subject line; describe the 
record sought; the approximate dates 
covered by the record; and, the systems 
of record in which records are thought 
to be included. Individuals must also 
meet the identification requirements 
in § 792.55. 

[73 FR 56938, Oct. 1, 2008] 

§ 792.55 Times, places, and require-
ments for identification of individ-
uals making requests and identi-
fication of records requested. 

(a) The following standards are appli-
cable to an individual submitting re-
quests either in person or by mail 
under § 792.54: 

(1) Individuals appearing in person, if 
not personally known to the system 
manager responding to the request, 
must present a single document bear-
ing a photograph (such as a passport or 
identification badge) or two items of 
identification which do not bear a pho-
tograph but do bear both a name and 
address (such as a driver’s license or 
voter registration card); 

(2) Individuals submitting requests 
by mail or written electronic form, 
such as facsimile or e-mail, may estab-
lish identity by a signature, address, 
date of birth, employee identification 
number if any, and one other identifier 
such as a photocopy of driver’s license 
or other document. If inadequate iden-
tifying information is provided, the 
system manager responding to the re-
quest may require further identifying 
information before any notification or 
responsive disclosure. 

(3) Individuals appearing in person or 
submitting requests by mail or written 
electronic form, who cannot provide 

the required documentation or identi-
fication, may provide an unsworn dec-
laration subscribed to as true under 
penalty of perjury. 

(b) The parent or guardian of a minor 
or a person judicially determined to be 
incompetent shall, in addition to estab-
lishing identity of the minor or other 
person as required in paragraph (a) of 
this section, furnish a copy of a birth 
certificate showing parentage or a 
court order establishing guardianship. 

(c) A record may be disclosed to a 
representative of an individual to 
whom the record pertains provided the 
system manager receives written au-
thorization from the individual who is 
the subject of the record. 

(d) An individual seeking to review 
records about that individual may be 
accompanied by another person of their 
own choosing. In such cases, the indi-
vidual seeking access shall be required 
to furnish a written statement author-
izing discussion of that individual’s 
records in the accompanying person’s 
presence. 

(e) In addition to the requirements 
set forth in paragraphs (a), (b) and (c) 
of this section, the published ‘‘Notice 
of System of Records’’ for individual 
systems may include further require-
ments of identification where nec-
essary to retrieve the individual 
records from the system. 

[54 FR 18476, May 1, 1989. Redesignated at 63 
FR 14338, Mar. 25, 1998, as amended at 64 FR 
57365, Oct. 25, 1999; 65 FR 63790, Oct. 25, 2000; 
73 FR 56939, Oct. 1, 2008] 

§ 792.56 Notice of existence of records, 
access decisions and disclosure of 
requested information; time limits. 

(a) The system manager identified in 
the record access procedure section of 
the ‘‘Notice of Systems of Records’’ 
and identified in accordance with 
§ 792.54(a), by an individual seeking no-
tification of, or access to, a record, 
shall be responsible: 

(1) For determining whether access is 
available under the Privacy Act; (2) for 
notifying the requesting individual of 
that determination; and (3) for pro-
viding access to information deter-
mined to be available. In the case of an 
individual access request made in per-
son, information determined to be 
available shall be provided by allowing 
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